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	Consultation Response

	IGT130: Applying password protection encryption to electronic communication

	Responses invited by: 03 April 2020

	Respondent Details
Name: Kirsty Dudley
Organisation: E.ON 

	Support Implementation

☑
Qualified Support


☐
Neutral




☐
Do Not Support


☐

	Please briefly summarise the key reason(s) for your support / opposition
As the proposers of the modification we support the implementation of these changes. It seeks to ensure a robust approach to data encryption and not just applying encryption to larger data transfers such as the portfolios but to smaller subsets of data too. 
Protection of consumer data is at the heart of this change and the mod has not mirrored the supplier approach by introducing a portal but instead it has extended the current protocols which in a time of unprecedented change e.g. Switching and Code Consolidation SCRs we believe is sensible.

The modification allows the sender of the data to be the decision maker on ‘if’ the protocols are needed, which is hoped to be a less resource intensive approach and in line with the GDPR principles. The approach proposed is lighter touch because it isn’t saying all communication containing MPRs ‘must’ be encrypted, this is because there are some processes in the IGT UNC which wouldn’t require encryption so could have made it cumbersome. 
We support codifying the sender driven decision making approach because it is robust enough clarify the encryption used rather than everyone doing something different, but sensible enough not to force an overhaul of either Pipeline Operator or Pipeline User processes by overengineering the encryption process. 
Overall, we support the proposal. 


	Self-Governance Statement
Do you agree with the Modification Panel’s determination with respect to whether or not this should be a self-governance modification? 

We support the change being Authority decision due to the legislative links to GDPR and how the application of this modification could have impacts on consumer data. Although we recognise this could have been seen as a housekeeping modification, we believe robust Authority decision making is required.
We also recognise the divide in the views of the Pipeline Operators against those of the Pipeline Users and with the current unequal weighting of the IGT UNC Panel we believe that an Authority decision is a fair and transparent approach for the modification. Although unpredicted we believe this is the correct approach, we would like to stress we do not believe that the IGTs would intentionally use the uneven weighting to their advantage, but we still believe Authority decision is a fairer approach especially with the clearly split constituency views on this modification. 

	Please state any new or additional issues that you believe should be considered

None. 

	Relevant Objectives
How would implementation of this modification impact the relevant objectives?
The modification supports Objective (F) because it seeks to introduce a consistent data encryption approach regardless of the size of the data set which is being shared. 

	Impacts and Costs
What development and ongoing costs would you face if this modification was implemented?
We have identified that manual process changes will occur to either decrypt or encrypt the data shared, we have noted this as a ‘low cost’ change. As our organisation forward plan passwords it would be a low cost impact to us. 

	Implementation
What lead time would you wish to see prior to this modification being implemented, and why?

To allow parties readiness we would be happy to deliver this within 3-6 months of Authority approval, we would ideally like an earlier implementation but recognise that November 2020 is a likely candidate and we believe even with the amount of change occurring in the industry that it is a deliverable date. 

	Legal Text
Are you satisfied that the legal text will deliver the intent of the modification?

Yes, no comments. 

	Further Comments
Is there anything further you wish to be taken into account?
None. 

	Responses should be submitted by email to iGTUNC@gemserv.com
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